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Sub: Physical security of sensitive reservoirs and dams and of the computer
systems handling related data/operations

In view of the recent threats to the physical security of sensitive reservoirs
and dams and of the computer systems handling related data/operations, the
following are hereby advised to all the officers of CWC / Field Offices:

1) All the CWC officers possessing official laptops are requested not to leave the
devices unattended and avoid circumstances where there is possibility of
theft of the device

2) Please avoid using pen drives / other such small storage devices which are
more prone to being lost and theft

3) Secure the rooms having the computers/servers etc. with secured access and
restricted entry

4) Any additional steps to achieve the above objective may also be taken.

5) It is advised to visit the CERT-In website (URL: https://www.cert-in.org.in/)
for related security measures and awareness.

This issues with the approval of Chief Engineer (DSO), CWC, New Delhi.
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(B.B Saikia)
Director

To (through CWC website & email):

1) Sr. PPS to Chairman, CWC, New Delhi

2) Sr. PPS to Member (WP&P) / RM / D&R), CWC, New Delhi
3) Chief Engineer (HRM), CWC, New Delhi

4) Chief Engineer (DSO), CWC, New Delhi

5) All the Chief Engineers of CWC

6) All Directors/SEs

7) All the DD/EEs
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6th Floor(South), Sewa Bhawan,
R.K. Puram, New Delhi-110066
Tel: 011-29583615,

E-mail: smdte@nic.in

#Conserve Water- Save Lifeé




